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Amendments to a draft act

Amendments by Parliament set out in two columns

Deletions are indicated in bold italics in the left-hand column. Replacements
are indicated in bold italics in both columns. New text is indicated in bold
italics in the right-hand column.

The first and second lines of the header of each amendment identify the
relevant part of the draft act under consideration. If an amendment pertains to
an existing act that the draft act is seeking to amend, the amendment heading
includes a third line identifying the existing act and a fourth line identifying
the provision in that act that Parliament wishes to amend.

Amendments by Parliament in the form of a consolidated text

New text is highlighted in bold italics. Deletions are indicated using either
the I symbol or strikeout. Replacements are indicated by highlighting the
new text in bold italics and by deleting or striking out the text that has been
replaced.

By way of exception, purely technical changes made by the drafting
departments in preparing the final text are not highlighted.
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DRAFT EUROPEAN PARLIAMENT LEGISLATIVE RESOLUTION

on the proposal for a regulation of the European Parliament and of the Council on
establishing a framework for interoperability between EU information systems (police
and judicial cooperation, asylum and migration)

(COM(2018)480 — C8-0003/2018 — 2017/0352(COD))

(Ordinary legislative procedure: first reading)

The European Parliament,

- having regard to the Commission proposal to Parliament and the Council

(COM(2018)480),

- having regard to Article 294(2) and Article 16(2), Article 74, point (e) of Article 78(2),
point (c) of Article 79(2), point (d) of Article 82(1), Article 85(1), point (a) of Article
87(2) and Avrticle 88(2) of the Treaty on the Functioning of the European Union,
pursuant to which the Commission submitted the proposal to Parliament

(C8-0003/2018),

- having regard to Article 294(3) of the Treaty on the Functioning of the European Union,

- having regard to Rule 59 of its Rules of Procedure,

—  having regard to the report of the Committee on Civil Liberties, Justice and Home
Affairs and the opinion of the Committee on Budgets (A8-0000/2018),

1.  Adopts its position at first reading hereinafter set out;

2.  Calls on the Commission to refer the matter to Parliament again if it replaces,
substantially amends or intends to substantially amend its proposal;

3. Instructs its President to forward its position to the Council, the Commission and the

national parliaments.

Amendment 1

Proposal for a regulation
Recital 9

Text proposed by the Commission

9 With a view to improve the
management of the external borders, to
contribute to preventing and combating
irregular migration and to contribute to a
high level of security within the area of
freedom, security and justice of the Union,
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Amendment

9 In order to improve the
management of the external borders, to
contribute to preventing and combating
irregular migration and to contribute to a
high level of security within the area of
freedom, security and justice of the Union,
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including the maintenance of public
security and public policy and safeguarding
the security in the territories of the Member
States, interoperability between EU
information systems, namely the Entry/Exit
System (EES), the Visa Information
System (VIS), [the European Travel
Information and Authorisation System
(ETIAS)], Eurodac, the Schengen
Information System (SIS), and the
[European Criminal Records Information
System for third-country nationals
(ECRIS-TCN)] should be established in
order for these EU information systems
and their data to supplement each other. To
achieve this, a European search portal
(ESP), a shared biometric matching service
(shared BMS), a common identity
repository (CIR) and a multiple-identity
detector (MID) should be established as
interoperability components.

Amendment 2

Proposal for a regulation
Recital 10

Text proposed by the Commission

(10)  The interoperability between the
EU information systems should allow said
systems to supplement each other in order
to facilitate the correct identification of
persons, contribute to fighting identity
fraud, improve and harmonise data quality
requirements of the respective EU
information systems, facilitate the
technical and operational implementation

PE622.253v03-00

including the maintenance of public
security and public policy and safeguarding
the security in the territories of the Member
States, to improve the implementation of
the common visa policy and to assist in
examining applications for international
protection, in order to maintain public
trust in the Union migration and asylum
system, Union security measures and
Union capabilities to manage the external
border, interoperability between Union
information systems, namely the Entry/Exit
System (the EES), Visa Information
System (VIS), [the European Travel
Information and Authorisation System
(ETIAS)], Eurodac, the Schengen
Information System (SI1S), and the
[European Criminal Records Information
System for third-country nationals
(ECRIS-TCN)] should be established in
order for these Union information systems
and their data to supplement each other. To
achieve this, a European search portal
(ESP), a shared biometric matching service
(shared BMS), a common identity
repository (CIR) and a multiple-identity
detector (MID) should be established as
interoperability components.

Or. en

Amendment

(10)  The interoperability between the
Union information systems should allow
said systems to supplement each other in
order to facilitate the correct identification
of persons, contribute to fighting identity
fraud, improve and harmonise data quality
requirements of the respective Union
information systems, contribute to
ensuring the effective use of Union
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by Member States of existing and future
EU information systems, strengthen and
simplify the data security and data
protection safeguards that govern the
respective EU information systems,
streamline the law enforcement access to
the EES, the VIS, the [ETIAS] and
Eurodac, and support the purposes of the
EES, the VIS, the [ETIAS], Eurodac, the
SIS and the [ECRIS-TCN system].

Amendment 3

Proposal for a regulation
Recital 13

Text proposed by the Commission

(13) The European search portal (ESP)
should be established to facilitate
technically the ability of Member State
authorities and EU bodies to have fast,
seamless, efficient, systematic and
controlled access to the EU information
systems, the Europol data and the Interpol
databases needed to perform their tasks, in
accordance with their access rights, and to
support the objectives of the EES, the VIS,
the [ETIAS], Eurodac, the SIS, the
[ECRIS-TCN system] and the Europol
data. Enabling the simultaneous querying
of all relevant EU information systems in
parallel, as well as of the Europol data and
the Interpol databases, the ESP should act
as a single window or ‘message broker’ to
search various central systems and retrieve
the necessary information seamlessly and
in full respect of the access control and
data protection requirements of the
underlying systems.
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information systems, Europol data and
Interpol databases by facilitating access to
them by the authorities in accordance
with their access rights and the objectives
and purposes as laid down in the legal
instruments governing the respective
systems, strengthen, simplify and
harmonise the data security and data
protection safeguards that govern the
respective Union information systems and
streamline and simplify law enforcement
access to the EES, VIS, [ETIAS] and
Eurodac, and support the purposes of the
EES, VIS, [ETIAS], Eurodac, SIS and
[ECRIS-TCN].

Or. en

Amendment

(13)  The ESP should be established to
facilitate technically the ability of Member
State authorities and Union agencies to
have access to the Union information
systems, Europol data and the Interpol
databases needed to perform their tasks, in
accordance with their access rights, and to
support the objectives of the EES, VIS,
[ETIAS], Eurodac, SIS, [ECRIS-TCN] and
Europol data. Enabling the simultaneous
querying of all relevant Union information
systems in parallel, as well as of Europol
data and the Interpol databases, the ESP
should act as a single window or ‘message
broker’ to search various central systems
and retrieve the necessary information
seamlessly and in full respect of the access
control and data protection requirements of
the underlying systems.
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(The change from ‘EU bodies’ to ‘Union
agencies’ applies throughout the text.
Adopting it will necessitate corresponding
changes throughout.)

Or. en

Justification

New article introduced as Article 37a to reflect the necessity that all interoperability
components should ensure fast, seamless, efficient, and controlled access as well as full
availability in accordance with Article 53(1). This should not only concern the ESP.

Amendment 4

Proposal for a regulation
Recital 16

Text proposed by the Commission

(16) To ensure fast and systematic use
of all EU information systems, the
European search portal (ESP) should be
used to query the common identity
repository, the EES, the VIS, [the ETIAS],
Eurodac and [the ECRIS-TCN system].
However, the national connection to the
different EU information systems should
remain in order to provide a technical fall
back. The ESP should also be used by
Union bodies to query the Central SIS in
accordance with their access rights and in
order to perform their tasks. The ESP
should be an additional means to query the
Central SIS, the Europol data and the
Interpol systems, complementing the
existing dedicated interfaces.
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Amendment

(16) To ensure fast and systematic use
of all Union information systems, the
European search portal (ESP) should be
used to query the common identity
repository, the EES, VIS, [ETIAS],
Eurodac and [ECRIS-TCN]. A central
Union backup ESP should be established
in order to provide all the functionalities
of the principal ESP and a similar level of
performance as it in the event of its
failure. However, the national connection
to the different Union information systems
should remain in order to provide a
technical fall back. The ESP should also be
used by Union agencies to query the
Central SIS in accordance with their access
rights and in order to perform their tasks.
The ESP should be an additional means to
query the Central SIS, Europol data and the
Interpol systems, complementing the
existing dedicated interfaces.

Or. en
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Amendment 5

Proposal for a regulation
Recital 17

Text proposed by the Commission

(17) Biometric data, such as fingerprints
and facial images, are unique and therefore
much more reliable than alphanumeric data
for identifying a person. The shared
biometric matching service (shared BMS)
should be a technical tool to reinforce and
facilitate the work of the relevant EU
information systems and the other
interoperability components. The main
purpose of the shared BMS should be to
facilitate the identification of an individual
who may be registered in different
databases, by matching their biometric data
across different systems and by relying on
one unique technological component
instead of five different ones in each of the
underlying systems. The shared BMS
should contribute to security, as well as
financial, maintenance and operational
benefits by relying on one unique
technological component instead of
different ones in each of the underlying
systems. All automated fingerprint
identification systems, including those
currently used for Eurodac, the VIS and
the SIS, use biometric templates comprised
of data derived from a feature extraction of
actual biometric samples. The shared BMS
should regroup and store all these
biometric templates in one single location,
facilitating cross-system comparisons using
biometric data and enabling economies of
scale in developing and maintaining the
EU central systems.
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Amendment

(17) Biometric data, such as fingerprints
and facial images, are unique and therefore
much more reliable than alphanumeric data
for identifying a person. The shared BMS
should be a technical tool to reinforce and
facilitate the work of the relevant Union
information systems, the effective use of
Europol data and the other interoperability
components. The main purpose of the
shared BMS should be to facilitate the
identification of an individual who may be
registered in different databases, by
matching their biometric data across
different Union information systems and
by relying on one unique technological
component instead of five different ones in
each of the underlying systems. The shared
BMS should contribute to security, as well
as financial, maintenance and operational
benefits by relying on one unique
technological component instead of
different ones in each of the underlying
systems. All automated fingerprint
identification systems, including those
currently used for Eurodac, VIS and SIS,
use biometric templates comprised of data
derived from a feature extraction of actual
biometric samples. The shared BMS
should regroup and store all these
biometric templates in one single location,
facilitating cross-system comparisons using
biometric data and enabling economies of
scale in developing and maintaining the
Union central systems.

Or. en
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Amendment 6

Proposal for a regulation
Recital 25

Text proposed by the Commission

(25) The common identity repository
(CIR) should provide for a shared
container for identity and biometric data of
third-country nationals registered in the
EES, the VIS, [the ETIAS], Eurodac and
the [ECRIS-TCN system], serving as the
shared component between these systems
for storage of this data, and to allow its

querying.

Amendment 7

Proposal for a regulation
Recital 27

Text proposed by the Commission

(27)  In order to ensure the correct
identification of a person, Member State
authorities competent for preventing and
combating irregular migration and
competent authorities within the meaning
of Article 3(7) of Directive 2016/680
should be allowed to query the common
identity repository (CIR) with the
biometric data of that person taken during
an identity check.
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Amendment

(25) The CIR should provide for a
shared container for identity and biometric
data of third-country nationals registered in
the EES, VIS, [ETIAS], Eurodac and
[ECRIS-TCN], serving as the shared
component between these systems for
storage of this data, and to allow its
querying. A central Union backup CIR
should be established in order to provide
all the functionalities of the principal CIR
and a similar level of performance as it in
the event of its failure.

Or. en

Amendment

(27)  Where a Member State police
authority has been unable to identify a
person on the basis of a query of the CIR
using a travel document or the identity
data provided by that person, or where
there are doubts as to the authenticity of
the travel document or the identity of its
holder, Member State authorities
competent for preventing and combating
irregular migration and competent
authorities within the meaning of Article
3(7) of Directive 2016/680 should be
allowed to query the CIR with the
biometric data of that person taken during
an identity check in order to ensure
correct identification of that person.

Or.en
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Amendment 8

Proposal for a regulation
Recital 28

Text proposed by the Commission

(28)  Where the biometric data of the
person cannot be used or if the query with
that data fails, the query should be carried
out with identity data of that person in
combination with travel document data.
Where the query indicates that data on
that person are stored in the common
identity repository (CIR), Member State
authorities should have access to consult
the identity data of that person stored in
the CIR, without providing any indication
as to which EU information system the
data belongs to.

Amendment 9

Proposal for a regulation
Recital 37

Text proposed by the Commission

(37)  The multiple-identity detector
(MID should create and store links
between data in the different EU
information systems in order to detect
multiple identities, with the dual purpose of
facilitating identity checks for bona fide
travellers and combating identity fraud.
The MID should only contain the links
between individuals present in more than
one EU information system, strictly limited
to the data necessary to verify that a person
is recorded lawfully or unlawfully under
different biographical identities in different
systems, or to clarify that two persons
having similar biographical data may not

PR\1159908EN.docx

Amendment

deleted

Or. en

Amendment

(37)  The MID should create and store
links between data in the different Union
information systems in order to detect
multiple identities, with the dual purpose of
facilitating identity checks for bona fide
travellers and combating identity fraud.
The MID should only contain the links
between individuals present in more than
one Union information system, strictly
limited to the data necessary to verify that
a person is recorded lawfully or unlawfully
under different biographical identities in
different systems, or to clarify that two
persons having similar biographical data
may not be the same person. Data
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be the same person. Data processing
through the European search portal (ESP)
and the shared biometric matching service
(shared BMS) in order to link individual
files across individual systems should be
kept to an absolute minimum and therefore
is limited to a multiple-identity detection at
the time new data is added to one of the
information systems included in the
common identity repository and in the SIS.
The MID should include safeguards against
potential discrimination or unfavourable
decisions for persons with multiple lawful
identities.

Amendment 10

Proposal for a regulation
Recital 43 a (new)

Text proposed by the Commission

Amendment 11

Proposal for a regulation
Recital 52

Text proposed by the Commission

(52) "(...) The European Data Protection
Supervisor was consulted in accordance
with Article 28(2) of Regulation (EC) No
45/2001 and delivered an opinionon ... "

PE622.253v03-00

processing through the ESP and the shared
BMS in order to link individual files across
individual systems and the Europol
database should be kept to an absolute
minimum and therefore is limited to a
multiple-identity detection at the time new
data is added to one of the Union
information systems included in the
common identity repository and in SIS.
The MID should include safeguards against
potential discrimination or unfavourable
decisions for persons with multiple lawful
identities.

Or. en

Amendment

(43 a) eu-LISA should develop and
manage all interoperability components in
such a way as to ensure fast, seamless,
efficient, controlled access and full
availability of such components with a
response time in line with the operational
needs of the Member States’ authorities.

Or. en

Amendment

(52) The European Data Protection
Supervisor was consulted in accordance
with Article 28(2) of Regulation (EC) No
45/2001 and delivered an opinion on 16
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Amendment 12

Proposal for a regulation
Recital 53

Text proposed by the Commission

(53) Insofar as confidentiality is
concerned, the relevant provisions of the
Staff Regulations of officials and the
Conditions of Employment of other
servants of the European Union should
apply to officials or other servants
employed and working in connection with
SIS.

Amendment 13

Proposal for a regulation
Article 1 — paragraph 1

Text proposed by the Commission

1. This Regulation, together with
[Regulation 2018/xx on interoperability
borders and visa], establishes a framework
to ensure the interoperability between the
Entry/Exit System (EES), the Visa
Information System (VIS), [the European
Travel Information and Authorisation
System (ETIAS)], Eurodac, the Schengen
Information System (SIS), and [the
European Criminal Records Information
System for third-country nationals
(ECRIS-TCN)] in order for those systems
and data to supplement each other.

PR\1159908EN.docx

April 2018.

Or. en

Amendment

(53) Insofar as confidentiality is
concerned, the relevant provisions of the
Staff Regulations of officials and the
Conditions of Employment of other
servants of the European Union should
apply to officials or other servants
employed and working in connection with
the data accessed through any of the
interoperability components.

Or. en

Amendment

1. This Regulation, together with
[Regulation 2018/xx on interoperability
borders and visa], establishes a framework
to ensure the interoperability between the
Entry/Exit System (EES), the Visa
Information System (VIS), [the European
Travel Information and Authorisation
System (ETIAS)], Eurodac, the Schengen
Information System (SIS), and [the
European Criminal Records Information
System for third-country nationals
(ECRIS-TCN)].

Or. en
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Justification

The last part of this paragraph as suggested by the Commission is neither clear in its
intention nor does it seem to be necessary. It is therefore better to delete it.

Amendment 14

Proposal for a regulation
Article 1 — paragraph 3

Text proposed by the Commission

3. This Regulation also lays down
provisions on data quality requirements, on
a Universal Message Format (UMF), on a
central repository for reporting and
statistics (CRRS) and lays down the
responsibilities of the Member States and
of the European Agency for the operational
management of large-scale IT systems in
the area of freedom, security and justice
(eu-LISA), with respect to the design and
operation of the interoperability
components.

Amendment 15

Proposal for a regulation
Article 1 — paragraph 4

Text proposed by the Commission

4. This Regulation also adapts the
procedures and conditions for Member
State law enforcement authorities and for
the European Union Agency for Law
Enforcement Cooperation (Europol) access
to the Entry/Exit System (EES), the Visa
Information System (V1S), [the European
Travel Information and Authorisation
System (ETIAS),] and Eurodac for the
purposes of the prevention, detection and
investigation of terrorist offences or of
other serious criminal offences falling

PE622.253v03-00

Amendment

3. This Regulation also lays down
provisions on data quality requirements, on
a Universal Message Format (UMF), on a
central repository for reporting and
statistics (CRRS) and lays down the
responsibilities of the Member States and
of the European Agency for the operational
management of large-scale IT systems in
the area of freedom, security and justice
(eu-LISA), with respect to the design,
development and operation of the
interoperability components.

Or. en

Amendment

4. This Regulation also adapts the
procedures and conditions for Member
State designated authorities and for the
European Union Agency for Law
Enforcement Cooperation (Europol) access
to the EES, VIS, [ETIAS,] and Eurodac for
the purposes of the prevention, detection
and investigation of terrorist offences or of
other serious criminal offences.
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under their competence.

Amendment 16

Proposal for a regulation
Article 1 — paragraph 4 a (new)

Text proposed by the Commission

Amendment 17

Proposal for a regulation
Article 2 —title

Text proposed by the Commission

Obijectives of interoperability

Amendment 18

Proposal for a regulation
Article 2 — paragraph 2 — point a

PR\1159908EN.docx
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Or. en

Amendment

4a. This Regulation also enables the
verification of different identities of a
person stored in the Union information
systems subject to this Regulation and of
identities uncovered by the
interoperability components set out in
paragraph 2. This Regulation also
provides the possibility for Member States
to use national legislative measures to
empower police authorities to query the
CIR solely for the purpose of identifying a
person.

Or. en

Amendment

Obijectives

Or. en
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Text proposed by the Commission

@) ensuring the correct identification
of persons;

Amendment 19

Proposal for a regulation
Article 2 — paragraph 2 — point c

Text proposed by the Commission
(©) improving and harmonising data

quality requirements of the respective EU
information systems;

Amendment 20

Proposal for a regulation
Article 2 — paragraph 2 — point d

Text proposed by the Commission

(d) facilitating the technical and
operational implementation by Member
States of existing and future EU
information systems;

PE622.253v03-00

Amendment

@) facilitating the correct
identification of third-country nationals
registered in the Union information
systems;

Or. en

Amendment

(© improving and harmonising the
quality of the data stored in the Union
information systems;

Or. en

Amendment

(d) contributing to ensuring the
effective use of the Union information
systems, Europol data and the Interpol
databases by facilitating the access to
them by the authorities in accordance
with their access rights and the objectives
and purposes as laid down in the legal
instruments governing the respective
systems;

Or.en

PR\1159908EN.docx



Amendment 21

Proposal for a regulation
Article 2 — paragraph 2 — point f

Text proposed by the Commission

()] streamlining the conditions for law
enforcement access to the EES, the VIS,
[the ETIAS] and Eurodac;

Amendment 22

Proposal for a regulation
Article 4 — paragraph 1 — point 3

Text proposed by the Commission

3) ‘border authority’ means the border
guard assigned in accordance with national
law to carry out border checks;

Amendment

()] streamlining and simplifying the
conditions for law enforcement access to
the EES, VIS, [ETIAS] and Eurodac;

Or. en

Amendment

3) ‘border authority’ means the border
guard assigned in accordance with national
law to carry out border checks as defined
in Article 2(11) of Regulation (EU)
2016/399;

Or. en

Justification

It is suggested to align the definition to the definition used in EES.

Amendment 23

Proposal for a regulation
Article 4 — paragraph 1 — point 10

Text proposed by the Commission
(10)  “fingerprint data’ means the data

relating to the fingerprints of an
individual,

PR\1159908EN.docx

Amendment

(10)  ‘dactyloscopic data’ means data on
fingerprints and palm prints which due to
their unique character and the reference
points contained therein enable accurate
and conclusive comparisons to identify a
person;
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Amendment 24

Proposal for a regulation
Article 4 — paragraph 1 — point 18

Text proposed by the Commission

(18) °‘EU information systems’ means
the large-scale IT systems managed by eu-
LISA;

Amendment 25

Proposal for a regulation
Article 4 — paragraph 1 — point 19

Text proposed by the Commission

(19)  ‘Europol data’ means personal data
provided to Europol for the purpose
referred to in Article 18(2)(a) of
Regulation (EU) 2016/794;

Amendment 26

Proposal for a regulation
Article 4 — paragraph 1 — point 25

Text proposed by the Commission

(25)  ‘terrorist offence’ means an offence
under national law which corresponds or is
equivalent to one of the offences referred
to in Directive (EU) 2017/541;

PE622.253v03-00

Or. en

Amendment

(18)  ‘Union information systems’ means
the EES, VIS, [ETIAS], Eurodac, SIS and
[ECRIS-TCN ] managed by eu-LISA;

Or. en

Amendment

(19)  ‘Europol data’ means personal data
processed by Europol for the purposes
referred to in Article 18(2)(a) to (c) of
Regulation (EU) 2016/794;

Or. en

Amendment

(25)  ‘terrorist offence’ means an offence
under national law which corresponds to
one of the offences referred to in Articles 3
to 14 of Directive (EU) 2017/541, or
which is equivalent to one of those
offences for the Member States which are
not bound by that Directive;
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Or. en

Justification

1t is suggested to spell out that the notion of “equivalent” applies only to those countries

which are not bound by the terrorism directive.

Amendment 27

Proposal for a regulation
Article 4 — paragraph 1 — point 31

Text proposed by the Commission

(31) 'SIS'means the Schengen
Information System as referred to [in the
Regulation on SIS in the field of border
checks, Regulation on SIS in the field of
law enforcement and Regulation on SIS in
the field of illegal return];

Amendment

(31) 'SIS'means the Schengen
Information System as referred to [in the
Regulation on SIS in the field of border
checks, Regulation on SIS in the field of
law enforcement and Regulation on SIS in
the field of return];

(This amendment applies throughout the
text. Adopting it will necessitate
corresponding changes throughout.)

Or. en

Justification

Corrects a mistake.

Amendment 28

Proposal for a regulation
Article 4 — paragraph 1 — point 33

Text proposed by the Commission

(33) 'ESP’ means the European search

portal as referred to in Article 6;

Amendment

deleted

Or.en

Justification

This is no definition but an explanation of an abbreviation. The abbreviations are introduced
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and explained in Article 1.

Amendment 29

Proposal for a regulation
Article 4 — paragraph 1 — point 34

Text proposed by the Commission Amendment

(34) ‘'shared BMS' means the shared deleted
biometric matching service as referred to
in Article 15;

Or. en

Justification

This is no definition but an explanation of an abbreviation. The abbreviations are introduced
and explained in Article 1.

Amendment 30

Proposal for a regulation
Article 4 — paragraph 1 — point 35

Text proposed by the Commission Amendment

(35) 'CIR" means the common identity deleted
repository as referred to in Article 17;

Or. en

Justification

This is no definition but an explanation of an abbreviation. The abbreviations are introduced
and explained in Article 1.

Amendment 31

Proposal for a regulation
Article 4 — paragraph 1 — point 36

Text proposed by the Commission Amendment
(36) 'MID' means the multiple-identity deleted
PE622.253v03-00 20/91 PR\1159908EN.docx



detector as referred to in Article 25;

Or. en

Justification
This is no definition but an explanation of an abbreviation. The abbreviations are introduced
and explained in Article 1.
Amendment 32

Proposal for a regulation
Article 4 — paragraph 1 — point 37

Text proposed by the Commission Amendment
(37) 'CRRS' means the central deleted

repository for reporting and statistics as
referred to in Article 39.

Or. en

Justification
This is no definition but an explanation of an abbreviation. The abbreviations are introduced
and explained in Article 1.
Amendment 33

Proposal for a regulation
Article 5 —title

Text proposed by the Commission Amendment

Non-discrimination Non-discrimination and fundamental
rights

Or.en

Amendment 34

Proposal for a regulation
Article 5 — paragraph 1
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Text proposed by the Commission

Processing of personal data for the
purposes of this Regulation shall not result
in discrimination against persons on any
grounds such as sex, racial or ethnic
origin, religion or belief, disability, age or
sexual orientation. It shall fully respect
human dignity and integrity. Particular
attention shall be paid to children, the
elderly and persons with a disability.

Amendment

Processing of personal data for the
purposes of this Regulation shall not result
in discrimination against persons on the
grounds of sex, race, colour, ethnic or
social origin, genetic features, language,
religion or belief, political or any other
opinion, membership of a national
minority, property, birth, disability, age or
sexual orientation. It shall fully respect
human dignity and integrity and
fundamental rights, including the right to
respect for one’s private life and to the
protection of personal data. Particular
attention shall be paid to children, the
elderly and persons with a disability. The
best interests of the child shall be a
primary consideration.

Or. en

Justification

It is suggested to align the Article with the agreement reached on ETIAS and thereby aligning
with the grounds as provided in Article 21 of the Charter.

Amendment 35

Proposal for a regulation
Article 6 — paragraph 1

Text proposed by the Commission

1. A European search portal (ESP) is
established for the purposes of ensuring
that Member State authorities and EU
bodies have fast, seamless, efficient,
systematic and controlled access to the EU
information systems, the Europol data and
the Interpol databases that they need to
perform their tasks in accordance with
their access rights and of supporting the
objectives of the EES, the VIS, [the
ETIAS], Eurodac, the SIS, [the ECRIS-
TCN system] and the Europol data.
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Amendment

1. A European search portal (ESP) is
established for the purposes of facilitating
the access of Member State authorities and
of Union agencies to the Union
information systems, to Europol data and
to the Interpol databases in the
performance of their tasks and in
accordance with their access rights to and
the objectives and purposes of the EES,
VIS, [ETIAS], Eurodac, SIS, [ECRIS-TCN
] and Europol data.
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Or. en

Justification

New article introduced as Article 37a to reflect the necessity that all interoperability
components (not only the ESP) should ensure fast, seamless, efficient, and controlled access
as well as full availability in accordance with article 53(1).

Amendment 36

Proposal for a regulation
Article 6 — paragraph 2 — point b

Text proposed by the Commission Amendment
(b) a secure communication channel (b) a secure communication channel
between the ESP, Member States and EU between the ESP, Member States and
bodies that are entitled to use the ESP in Union agencies that are entitled to use the
accordance with Union law; ESP;

Or. en

Justification

The reference to Union law is covered in paragraph 1. It does not belong in the paragraph
describing the IT architecture. Also the term “Union law” is not precise enough.

Amendment 37

Proposal for a regulation
Article 6 — paragraph 2 — point ¢ a (new)

Text proposed by the Commission Amendment

(ca) acentral Union backup ESP
capable of providing all the functionalities
of the principal ESP and a similar level of
performance as it in the event of its
failure. The ESP and the backup ESP
shall be located in the technical sites of
eu-LISA.

Or.en
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Amendment 38

Proposal for a regulation
Article 7 — paragraph 1

Text proposed by the Commission

1. The use of the ESP shall be
reserved to the Member State authorities
and EU bodies having access to the EES,
[the ETIAS], the VIS, the SIS, Eurodac
and [the ECRIS-TCN system], to the CIR
and the multiple-identity detector as well
as the Europol data and the Interpol
databases in accordance with Union or
national law governing such access.

Amendment

1. The use of the ESP shall be
reserved to the Member State authorities
and Union agencies having access to the
EES, [ETIAS], VIS, SIS, Eurodac and
[ECRIS-TCN] in accordance with the
legal instruments governing those Union
information systems, to the CIR and the
multiple-identity detector in accordance
with this Regulation as well as Europol
data in accordance with Regulation (EU)
2016/794 and to the Interpol databases in
accordance with Union or national law
governing such access.

Or. en

Justification

It is important to be very precise as to the legal basis for the access to the various systems.

Amendment 39

Proposal for a regulation

Article 7 — paragraph 1 — subparagraph 1 a (new)

Text proposed by the Commission

PE622.253v03-00

Amendment

Those Member State authorities and
Union agencies may make use of the ESP
and the data provided by it only for the
objectives and purposes laid down in the
legal instruments governing those Union
information systems and in this
Regulation.

Or.en
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Amendment 40

Proposal for a regulation
Article 8 — paragraph 1 — point a

Text proposed by the Commission

@ the fields of data to be used for
querying;

Amendment 41

Proposal for a regulation
Article 8 — paragraph 1 —point b

Text proposed by the Commission

(b) the EU information systems, the
Europol data and the Interpol databases
that shall and may be consulted and that
shall provide a reply to the user; and

Amendment 42

Proposal for a regulation
Article 8 — paragraph 2

Text proposed by the Commission

2. The Commission shall adopt
delegated acts in accordance with Article
63 to specify the technical details of the
profiles referred to in paragraph 1 for the
users of the ESP referred to in Article 7(1)

PR\1159908EN.docx
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Amendment

@ the fields of data possibly to be
used for querying;

Or. en

Amendment

(b) the Union information systems,
Europol data, the Interpol databases and
the elements of those systems that may be
queried and that shall provide a reply to
the user; a user requesting data on the
basis of Article 22 shall only get a hit/no-
hit notification if the user is authorised to
request from the central access point the
data of the individual Union information
system having provided a hit in
accordance with the legal instrument
governing that system;

Or. en

Amendment

2. The Commission shall adopt
delegated acts in accordance with Article
63 to specify the technical details of the
profiles referred to in paragraph 1 for the
users of the ESP referred to in Article 7(1)
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in accordance with their access rights.

Amendment 43

Proposal for a regulation
Article 9 — paragraph 1

Text proposed by the Commission

1. The users of the ESP shall launch a
query by introducing data in the ESP in
accordance with their user profile and
access rights. Where a query has been
launched, the ESP shall query
simultaneously, with the data introduced
by the user of the ESP, the EES, [the
ETIAS], the VIS, the SIS, Eurodac, [the
ECRIS-TCN system] and the CIR as well
as the Europol data and the Interpol
databases.

Amendment 44

Proposal for a regulation
Article 9 — paragraph 4

Text proposed by the Commission

4. The EES, [the ETIAS], the VIS,
the SIS, Eurodac, [the ECRIS-TCN
system], the CIR and the multiple-identity
detector, as well as the Europol data and
the Interpol databases, shall provide the
data that they contain resulting from the
query of the ESP.

PE622.253v03-00

in accordance with their access rights as
laid down in the legal instruments
governing Union information systems and
national law where applicable.

Or. en

Amendment

1. The users of the ESP shall launch a
query by introducing data in the ESP in
accordance with their ESP user profile,
created in accordance with Article 8, and
access rights. Where a query has been
launched, the ESP shall query
simultaneously, with the data introduced
by the user of the ESP, the EES, [ETIAS],
VIS, SIS, Eurodac, [ECRIS-TCN] and the
CIR as well as Europol data and the
Interpol databases.

Or. en

Amendment

4. The EES, [ETIAS], VIS, the SIS,
Eurodac, [ECRIS-TCN], the CIR and the
multiple-identity detector, as well as
Europol data and the Interpol databases,
shall provide the data that they contain
resulting from the query of the ESP. The
ESP shall provide replies to the user as
soon as data is available from one of the
systems. The replies to the user from the
ESP shall be unique and shall contain all
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Amendment 45

Proposal for a regulation
Article 9 — paragraph 5

Text proposed by the Commission

5. When querying the Interpol
databases, the design of the ESP shall
ensure that the data used by the user of the
ESP to launch a query is not shared with
the owners of Interpol data.

Amendment 46

Proposal for a regulation
Article 9 — paragraph 6

Text proposed by the Commission

6. The reply to the user of the ESP
shall be unique and shall contain all the
data to which the user has access under
Union law. Where necessary, the reply
provided by the ESP shall indicate to
which information system or database the
data belongs.
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the data to which the user has access
under Union law and under national law.
Without prejudice to Article 20, the reply
provided by the ESP shall indicate to
which Union information system or
database the data belong.

Or. en

Amendment

5. When querying the Interpol
databases, the design of the ESP shall
ensure that no information is revealed to
the owner of the Interpol alert.

Or.en
Amendment
deleted
Or.en
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Amendment 47

Proposal for a regulation
Article 10 — paragraph 1 — introductory part

Text proposed by the Commission

1. Without prejudice to [Article 39 of
the Eurodac Regulation], [Articles 12 and
18 of the Regulation on SIS in the field of
law enforcement], [Article 29 of the
ECRIS-TCN Regulation] and Acrticle 40 of
Regulation (EU) 2016/794, eu-LISA shall
keep logs of all data processing operations
within the ESP. Those logs shall include,
in particular, the following:

Amendment

1. Without prejudice to [Article 39 of
the Eurodac Regulation], [Articles 12 and
18 of the Regulation on SIS in the field of
law enforcement], [Article 29 of the
ECRIS-TCN Regulation] and Article 40 of
Regulation (EU) 2016/794, eu-LISA shall
keep logs of all data processing operations
within the ESP. Those logs shall include
the following:

Or. en

Justification

The legal acts of the information systems in their respective provisions on logs do not have

the wording “in particular” which is very vague.

Amendment 48

Proposal for a regulation
Article 10 — paragraph 1 — point a

Text proposed by the Commission

@ the Member State authority and the
individual user of the ESP, including the
ESP profile used as referred to in Article
8;

Amendment 49

Proposal for a regulation
Article 10 — paragraph 1 — point c a (new)
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Amendment

@ the Member State authority or the
Union agency launching the query;

Or. en
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Text proposed by the Commission

Amendment 50

Proposal for a regulation
Article 10 — paragraph 1 — point d

Text proposed by the Commission

(d) in accordance with national rules
or with Regulation (EU) 2016/794 or,
when applicable, Regulation (EU)
45/2001, the identifying mark of the
person who carried out the query.

Amendment 51

Proposal for a regulation

Amendment

(ca) ESP profile used as referred to in

Article 8;

Or. en

Amendment

deleted

Or. en

Article 10 — paragraph 1 — subparagraph 1 a (new)

Text proposed by the Commission

Amendment 52

Proposal for a regulation
Article 11 — paragraph 1
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Amendment
In addition, Member States and Union
agencies shall keep logs of the individual

and unique user identifiers of the person
performing the query.

Or. en

PE622.253v03-00

EN



EN

Text proposed by the Commission

1. Where it is technically impossible

to use the ESP to query one or several EU
information systems referred to in Article
9(1) or the CIR, because of a failure of the
ESP, the users of the ESP shall be notified
by eu-LISA.

Amendment 53

Proposal for a regulation
Article 11 — paragraph 2

Text proposed by the Commission

2. Where it is technically impossible

to use the ESP to query one or several EU
information systems referred to in Article
9(1) or the CIR, because of a failure of the
national infrastructure in a Member State,
that Member State's competent authority

shall notify eu-LISA and the Commission.

Amendment 54

Proposal for a regulation
Article 11 — paragraph 3

Text proposed by the Commission

3. In both scenarios, and until the
technical failure is addressed, the
obligation referred to in Article 7(2) and
(4) shall not apply and Member States may
access the information systems referred to
in Article 9(1) or the CIR directly using
their respective national uniform interfaces
or national communication infrastructures.
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Amendment

1. Where it is technically impossible
to use the ESP to query one or several
Union information systems or the CIR,
because of a failure of the ESP, the users of
the ESP shall be notified without delay by
eu-LISA.

Or. en

Amendment

2. Where it is technically impossible
to use the ESP to query one or several
Union information systems or the CIR,
because of a failure of the national
infrastructure in a Member State, that
Member State's competent authority shall
without delay inform all its users and
notify eu-LISA and the Commission.

Or. en

Amendment

3. In both scenarios, and until the
technical failure is addressed, the
obligation referred to in Article 7(2) and
(4) shall not apply and Member States
shall access the Union information
systems or the CIR directly using their
respective national uniform interfaces or
national communication infrastructures.
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Amendment 55

Proposal for a regulation
Article 11 — paragraph 3 a (new)

Text proposed by the Commission

Amendment 56

Proposal for a regulation
Article 12 — paragraph 1

Text proposed by the Commission

1. A shared biometric matching
service (shared BMS) storing biometric
templates and enabling querying with
biometric data across several EU
information systems is established for the
purposes of supporting the CIR and the
multiple-identity detector and the
objectives of the EES, the VIS, Eurodac,
the SIS and [the ECRIS-TCN system].

Amendment 57

Proposal for a regulation
Article 12 — paragraph 2 — point b

PR\1159908EN.docx

Or. en

Amendment

3a. Where itis technically impossible
to use the ESP to query one or several
Union information systems or the CIR
because of a failure of the infrastructure
of a Union agency, that agency shall
notify eu-LISA and the Commission.

Or. en

Amendment

1. A shared biometric matching
service (shared BMS) storing biometric
templates and enabling querying with
biometric data across several Union
information systems is established for the
purposes of supporting the CIR and the
multiple-identity detector and the
objectives of the EES, VIS, Eurodac, SIS
and [ECRIS-TCN] and Regulation (EU)
2016/794.

Or. en
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Text proposed by the Commission Amendment

(b) a secure communication (b) a secure communication
infrastructure between the shared BMS, infrastructure between the shared BMS,
Central-SIS and the CIR. Central-SIS, the CIR, the Union

information systems and Europol.

Or.en
Amendment 58
Proposal for a regulation
Article 13 — paragraph 1 — point d
Text proposed by the Commission Amendment
(d) the data referred to in Article (d) the data referred to in Article
20(3)(w) and (x) of the Regulation on SIS 20(3)(w) and (y) of the Regulation on [SIS
in the field of law enforcement; in the field of law enforcement];
Or.en
Justification
Corrects a mistake. It was not the intention to process DNA data.
Amendment 59
Proposal for a regulation
Article 13 — paragraph 1 — point f
Text proposed by the Commission Amendment
()] [the data referred to in Article 13(a) ()] [the data referred to in Article 12
of the Eurodac Regulation;] (a) and (b), Article 13(2),(a) and (b) and
Article 14(2),(a) and (b) of the Eurodac
Regulation;]
Or.en
PE622.253v03-00 32/91 PR\1159908EN.docx
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Amendment 60

Proposal for a regulation
Article 13 — paragraph 1 — point g a (new)

Text proposed by the Commission

Amendment 61

Proposal for a regulation
Article 13 — paragraph 4

Text proposed by the Commission

4. The storage of the data referred to
in paragraph 1 shall meet the quality
standards referred to in Article 37(2).

Amendment

(ga) the biometric data processed by
Europol for the purposes referred to in
Article 18(2),(a) to (c) of Regulation (EU)
2016/794.

Or. en

Amendment

4. The storage of the data referred to
in paragraph 1 shall meet the quality
standards referred to in Article 37.

Or. en

Justification

It is better to refer to the entire Article 37 and not just paragraph 2 as there are several data

control mechanisms referred to in Article 37.

Amendment 62

Proposal for a regulation
Article 14 — paragraph 1

Text proposed by the Commission

In order to search the biometric data stored
within the CIR and the SIS, the CIR and
the SIS shall use the biometric templates
stored in the shared BMS. Queries with
biometric data shall take place in
accordance with the purposes provided for
in this Regulation and in the EES

PR\1159908EN.docx

Amendment

In order to search the biometric data stored
within the CIR and SIS, the CIR, SIS and
Europol data, shall use the biometric
templates stored in the shared BMS.
Queries with biometric data shall take
place in accordance with the purposes
provided for in Article 12(1) of this
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Regulation, the VIS Regulation, the
Eurodac Regulation, the [SIS Regulations]
and [the ECRIS-TCN Regulation].

Regulation and in the EES Regulation, the
VIS Regulation, the Eurodac Regulation,
the [SIS Regulations] and [the ECRIS-
TCN Regulation].

Or. en

Justification

To ensure legal certainty it is important to refer to the purpose as established in Article 12

and not to the Regulation in general.

Amendment 63

Proposal for a regulation
Article 15 — paragraph 1

Text proposed by the Commission

The data referred to in Article 13 shall be
stored in the shared BMS for as long as the
corresponding biometric data is stored in
the CIR or the SIS.

Amendment 64

Proposal for a regulation

Article 16 — paragraph 1 — introductory part

Text proposed by the Commission

1. Without prejudice to [Article 39 of
the Eurodac Regulation], [Article 12 and
18 of the Regulation on SIS in the field of
law enforcement] and [Article 29 of the
ECRIS-TCN Regulation], eu-LISA shall
keep logs of all data processing operations
within the shared BMS. Those logs shall
include, in particular, the following:
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Amendment

The data referred to in Article 13 shall be
stored in the shared BMS for as long as the
corresponding biometric data is stored in
the CIR in accordance with Article 19, SIS
or as Europol data.

Or. en

Amendment

1. Without prejudice to [Article 39 of
the Eurodac Regulation], [Article 12 and
18 of the Regulation on SIS in the field of
law enforcement] and [Article 29 of the
ECRIS-TCN Regulation], eu-LISA shall
keep logs of all data processing operations
within the shared BMS. Those logs shall
include the following:

Or.en
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Justification

The legal acts of the information systems in their respective provisions on logs do not have
the wording “in particular” which is very vague. The reference should be to the SIS border
checks text and not the SIS in the field of law enforcement. Corrects a mistake.

Amendment 65

Proposal for a regulation
Article 16 — paragraph 1 — point a a (new)

Text proposed by the Commission Amendment

(aa) the Member State authority or the
Union agency launching the query;

Or.en
Amendment 66
Proposal for a regulation
Article 16 — paragraph 1 — point f
Text proposed by the Commission Amendment
()] the results of the query and date and ()] the results of the query and the date
time of the result; and time of the result and the Union

information system from which the data
was received,

Or. en

Amendment 67

Proposal for a regulation
Article 16 — paragraph 1 — point g

Text proposed by the Commission Amendment

(9) in accordance with national rules deleted
or with Regulation (EU) 2016/794 or,

when applicable, Regulation (EU)

45/2001, the identifying mark of the

person who carried out the query.
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Or. en

Amendment 68

Proposal for a regulation
Article 16 — paragraph 1 — subparagraph 1 a (new)

Text proposed by the Commission Amendment

In addition, Member States and Union
agencies shall keep logs of the individual
and unique user identifiers of the person
performing the query.

Or.en
Amendment 69
Proposal for a regulation
Article 17 — paragraph 2 — point b

Text proposed by the Commission Amendment

(b) a secure communication channel (b) a secure communication channel
between the CIR, Member States and EU between the CIR, Member States and
bodies that are entitled to use the Union agencies that are entitled to use the
European search portal (ESP) in CIR in accordance with the national and
accordance with Union law; Union law;

Or.en

Justification

The reference to the CIR corrects a mistake in the Commission’s proposal.

Amendment 70

Proposal for a regulation
Article 17 — paragraph 2 — point ¢ a (new)

Text proposed by the Commission Amendment

(ca) acentral Union backup CIR
capable of providing all the functionalities
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Amendment 71

Proposal for a regulation
Article 18 — paragraph 1 — point d

Text proposed by the Commission

(d) [the data referred to in Article 13(a)
to (e), (g) and (h) of the [Eurodac
Regulation;]

Amendment 72

Proposal for a regulation
Article 19 — paragraph 1

Text proposed by the Commission

1. Where data is added, amended or
deleted in Eurodac or [the ECRIS-TCN
system], the data referred to in Article 18
stored in the individual file of the CIR shall
be added, amended or deleted accordingly
in an automated manner.
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of the principal CIR and a similar level of
performance as it in the event of its
failure. The CIR and the backup CIR may
operate simultaneously. The CIR and the
backup CIR shall be located in technical
sites of eu-LISA.

Or. en

Amendment

(d) [the data referred to in Article 12(a)
to (e), (g) and (h), Article 13(a) to (e), (9)
and (h) and Article 14(a) to (e), (g) and (h)
of the [Eurodac Regulation;]

Or. en

Amendment

1. Without duplicating the data from
the respective Union information systems,
where data is added, amended or deleted in
Eurodac or [ECRIS-TCN], the data
referred to in Article 18 stored in the
individual file of the CIR shall be
simultaneously added, amended or deleted
accordingly in an automated manner.

Or.en
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Amendment 73

Proposal for a regulation
Article 20 — paragraph -1 (new)

Text proposed by the Commission

Amendment 74

Proposal for a regulation

Article 20 — paragraph 1 — subparagraph 1

Text proposed by the Commission

Where a Member State police authority has
been so empowered by national legislative
measures as referred to in paragraph 2, it
may, solely for the purpose of identifying a
person, query the CIR with the biometric
data of that person taken during an identity
check.

Amendment 75

Proposal for a regulation

Amendment

-1. Where a Member State police
authority was unable to identify a person
on the basis of a travel document or with
the identity data provided by that person
following rules and procedures provided
for in national law or where there are
doubts as to the authenticity of the travel
document or the identity of its holder, the
authority shall be able to query the CIR in
accordance with the rules provided for in
paragraphs 1 and 2.

Or. en

Amendment

Where the situation referred to in
paragraph -1 arises and a Member State
police authority has been so empowered by
national legislative measures as referred to
in paragraph 2, it may, solely for the
purpose of identifying a person who is
physically present, query the CIR with the
biometric data of that person taken during
an identity check.

Or. en

Article 20 — paragraph 1 — subparagraph 2
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Text proposed by the Commission

Where the query indicates that data on that
person is stored in the CIR, the Member
States authority shall have access to

consult the data referred to in Article 18(1).

Amendment 76

Proposal for a regulation

Article 20 — paragraph 1 — subparagraph 3

Text proposed by the Commi